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Using This Manual:
This manual is for users who do not know much about how to add software for Epson projector to anti-

virus Software’ s firewall exceptions list. Please be kindly noted that there are other methods to add the
software to firewall exception list other than the method described in this manual. Also, the description
about change in firewall setting in this manual is just an example setting to use the software (EMP NS
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SEIKO EPSON
WindowsXP

Common procedure

1. Start ESET Smart Security.
From Windows XP start button, click Start > All Programs > ESET > ESET Smart Security > ESET

Smart Security

@ Set Program Access and Defauls

£ Internet & windows Catalog
Internet Explorer
% windows Update

gl' 5] E-mail 3
Otk Express # Microsoft Update

@& Trrernet Explorer

# Paint () Outlook Express
. ‘ 1) Accessories 4
fﬁ HyperTerminal
() sames i

@ s 7 Startup »

Remate Assistance

i)
Set Program Access 4 -
@ Defats @ epson g 2
) EPSON Projector 3

@ winciokisedis o & windows Media Player
i Windows Messenger
EMP Monitor 4,22

@l Windows Movie Maker

@ ete

All Programs

& ESET Smart Security

@31 _I_ESEI' Smart Se.cu

|64 Frotection status Setup
o Adjust your computer's security level,
Q Computer scan

User name and Password setup... G
e Update S .
Change the protection mode of your computer in the network...

@ Setup DI
Temporarily disable Antivirus and antispyware protection ()

Temporarily disable Personal firewsll &

ss to all configuration options.
Togale Advanced mode

» Display: Standard mode
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3. Confirmation window to change mode is displayed.
Click Yes to toggle to Advanced mode.

Topgle Advanced mode X

9 Advanced mode provides all possible settings and tools
- that enable advanced features of ESET Smart Security.

‘fou can toggle between the bwo modes in the menu
User interface or in the lower part of the left-hand menu,

Toggle Advanced mode?

4. Set up Personal firewall by clicking Personal firewall in the Setup section on the center of the left side
of the window.

& ESET Smart Security

ESET Smart Security

User interface~ Setupw Toolsw Helpw

|64 Protection status : Setup
o Adjust your computer's security level,
Q Computer scan
@ Updste Antivirus and antispyware protection
Real-time file system protection + Enabled
Email protection + Enabled
@ cetip r \Web access protection + Enabled
A . .
e Personal firawall
Antispam module Network traffic fitering + Enabled
“L‘,{ Tools Antispam module
Antispam module + Enabled
@ Help and support
Set up User name and Password for update...
Configure proxy server...
Import and export seftfings...
Enter entire advanced setup tree...
» Display: Advanced mode




SEIKO EPSON

5. Switch from Automatic filtering mode to Interactive filtering mode by clicking Switch to Interactive
filtering mode.

& ESET Smart Security

ESET Smart Security

User interface » Setupw Tools= Helpw

Configuration of computer protection against unauthorized network access,

|64 Protection status ? Personal firewall
o

Computer scan

Block all network tra disconnect network

Disable fittering: allow all traffic (&)

@ Update Network traffic fitering & . + Enabled

Setup

Antivirus and antispyware + Enabled

Personal firewall » Switch to interact ring mode

Antispam module

{_‘{ Tools

Advanced Personal firewall setup...
Help and support

Change the protection mode of your computer in the network...

» Display: Advanced mode
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Connecting the projector to Windows XP using EMP NS Connection

1. Conduct the steps 1 - 5 that are common procedures for WindowsXP.

2. Set up advanced setting of Personal firewall by clicking Advanced Personal firewall setup at the bot-
tom of the following window..

Sostrsmartsecrity _______________________________EE®

ESET Smart Security

User interface » Setupw Tools= Helpw

|64 Protection status e Personal firewall
o ; W Configuration of computer protection against unauthorized network access,
Q Computer scan
Metwork i i v e
@ Updste Network traffic filtering ] . Enabled
Block all network disconnect network
- Disable fittering: allow all traffic

@ Setup

Antivirus and antispyware Interactive fitering mode & + Enabled

Personal firewall > iSwitch to automatic filkering mode

Antispam module
Configure rules and zones...
Tools Change the protection mode of your computer in the network...

Help and support Advanced Personal firewall setup...

® ~

Display: Advanced mode

3.Set up Zone and rule editor by selecting Rules and zones and then clicking Setup button in Zone and
rule editor section.

ESET Smart Security

Setup
HTTP | Rules and zones
On-demand computer scal B Trusted zone
Exclusions

A Trusted zone is a group of computers ko which this computer is visible, An example of a
Trusted zone is a home or office network,

[]Da not display dialag with Trusted zone settings when changes in the network
bptions adapter settings are detected {e.g. change of IP address)

application modification de

Protocol filkering

Connection wview
Antispam module
Update Rules define how the Personal firewall handles incoming and outgoing network connections.,

[=- Tools

Loa e
Quarankine =

Zone and rule editar

schecber Information displayed in the rule et
Alerts and notifications nrarmation displayed in the rule ediar
ThreatSense, Met Information displayed about the application:

[=- User inkerface
Alerts and natifications
Settings protection

(=) Miscellaneous |User and predefined rules v |
Proxy server

< |

| Description L3 |

b Rules to display:

|<

| »

OF H Cancel ][ Default ]
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4. Zone and rule setup window is displayed. Under the Rules tab, add a new rule by clicking New button.

Zone and rule setup |._,@
Fules | Zone§§
Rules define how the Firewall will handle network communication, Rules can allow or deny communication for particular applications, remote
computers and specific ports, For more information about rules, click here,
Togale detailed view of all rules
Application/Rule Trusted zone in ~ Trusted zone ... | Internetin Internet out
=8l | Generic Host Process for Win32 Se.. Specific
#-[77] services and Controller app Specific = Specific = Specific = Specific
#-[77] LSA Shell (Export Yersion) = Specific = Specific = Specific = Specific
E3) _ﬂ Windows NT Logon Application = Specific = Specific = Specific = Specific
[ System = Specific = Specific 7 hsk = Specific
File description: Generic Hosk Process For Win32 Services
Company: Microsoft Corporation
File version: 5.1.2600,5512 (xpsp.080413-2111)
Original name: sychost,exe
Copyright: Microsoft Corporation, All rights reserved.,
Created on: Wednesday, August 04, 2004
[ew Dl
QK ] [ Cancel ] [ Apply

5. Create a rule for EMP NS Connection

- In the name box, enter an arbitrary rule name for the EMP NS connection.
- Set Direction to Both.

- Set Action to Allow.

- Keep the default in other setting items.

- Select Local tub.

New rule:

General |Loca| Remate

General information about rule

EMP N5 Connection

M ame:

Direction:
Action:

Pratacol: elect protocal

Additional action

[JLog [ Motify user
General: Direction: Both  Action: Allow  Log: TCP & LUDP
Remote side: For every
Local side: Far every

Ok ] [ Cancel
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- Click Browse button in Application section. Then select executable file of EMP NS Connection.
(Location where EMP NS Connection's exe file is stored : C:\Program Files\EPSON Projector\EMP NS
Connection V2\EMP_NSC.exe)

*The above is default folder path when the EMP NS Connection was installed in PC.

- Keep the default in other setting items.

- Click OK button.

General| Local |F|em0te

Local port:
Add port
Add port range
Application:

|E:\Program Filez"EPSOM Projector\EMP M5 Connection V2AEMP_MS(

S |

Browse

General: Direction: Both  Action: Allow  Log: TCP & LUDP
Remote side: For every
Local side: Ports: For every

Application: C:\Program FilesiEPSON ProjectoriEMP NS Connection Y24EM)

< b4

(] 8 Cancel

6. Confirm that the EMP NS Connection rule has been added on the Rules tab.

Zone and rule setup

Rules | Zohes |

Rules define how the Firewall will handle network communication, Rules can allow or deny communication for particular applications, remote
computers and specific ports, For more information about rules, click here,

Togale detailed view of all rules

Application/Rule Trusted zone in | Trusted zone ... | Internetin Internet out
#-[7] Generic Host Process for Win32 Se... = Specific = Specific = Specific = Specific
#-[7] services and Controller app = Specific = Specific = Specific = Specific
#-[77] LSA Shell (Export Yersion) = Specific = Specific = Specific = Specific
E3) ﬂ Windows NT Logon Application = Specific = Specific = Specific = Specific
[ R System = Specific = Specific 7 hsk = Specific

Rule name: EMP M35 Connection

General: Direction: Both Action: Allow Protocal: TCR - UDP
Remote side: For every
Local side: Far every port

Application: <:\Program FilesiEPSON ProjectortEMP NS Connection Y24EMP_NSC.exe

Mew | [ Edt | [Delete (el |

QK ][ Cancel ][ Apply
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7. Create a rule for movie sending mode(VLC). (For EMP-1825, EB-1725/1735W/G5150/G5350).
- Click the New button on the Rule tab in the Zone and rule setup window like the step 4.

Then the following screen is displayed.

- In the name box, enter an arbitrary rule name.

- Set Direction to IN.

- Set Action to Allow.

- Keep the default in other setting items.

- Select Local tab.

New rule:

General | Local | Remate

General information about rule

Hame: Allow communication for vlc.exe

Directior: ||,

v

Action: Allaw v

Pratocol: “ITCP & UDP Select protocol

Additional action

[OLeg [ Motify user
General: Direction: In  Action: Allow Log: TCP & UDP
Remote side: For every
Local side: Ports: For every

Application: c:iprogram files\epson projectoriemp ns connection v2ivlc03q

>

l

Ok H Cancel ]

- Click Browse button in Application section. Then select executable file of VLC.

(Location where the VLC's exe file is stored : C:\Program Files\EPSON Projector\EMP NS Connection
V2\vlc086\vic.exe)

*The above is default folder path when the EMP NS Connection was installed in PC.

- Keep the default in other setting items.

- Click OK button.
New rule: 1|g|
General | Local | Remate
Local port:
P
Add port range
Application:
c:\program fileghepzon projectoremp ns connection v24wicOBE ylc. exe
I
s
-
General: Direction: In  Action: Allow Log: TCP & UDP
Remote side: For every
Local side: Ports: For every
Application: c:iprogram files\epson projectoriemp ns connection v2ivlc03q
< ¥
Ok Cancel
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8. Create a rule for movie sending mode(VLC). (For EMP-1705/1715/1815)

- Click the New button on the Rule tab in the Zone and rule setup window like the step 4.
Then the following screen is displayed.

- In the name box, enter an arbitrary rule name.

- Set Direction to IN.

- Set Action to Allow.

- Keep the default in other setting items.

- Select Local tab.

New rule: E| g|

General | Local | Remate

General infarmation about rule

Hame: Allow communication for vlc.exe(2)

Direction® ||, v

Action: Allaw v

Protocol: [ TCF & LUDP [(Select protocal ]

Additional action

[JLog [ Motify user
General: Direction: In  Action: Allow Log: TCP & UDP
Remote side: For every
Local side: Ports: For every

Application: c:iprogram filesiepson projectoriemp ns connection v2ivlc034

< b4

[ Ok H Cancel ]

- Click Browse button in Application section. Then select executable file of VLC.

(Location where the VLC's exe file is stored : C:\Program Files\EPSON Projector\EMP NS Connection
V2\vlc084\vic.exe)

*The above is default folder path when the EMP NS Connection was installed in PC.

- Keep the default in other setting items.

- Click OK button.
New rule: E|g|
General | Local | Remate
Local port:
Application:

c:program fileghepszon projectoremp ns connection v24wicO84hylc. exe

-
Nt
= C o |

General: Direction: In  Action: Allow Log: TCP & UDP
Remote side: For every
Local side: Ports: For every

Application: c:iprogram filesiepson projectoriemp ns connection v2ivlc034

< b4

I[ 0K ][I Cancel |

10
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9. Make sure that the movie sending mode(VLC) rule has been added in the Rules tab. (For EMP-1825,
EB-1725/1735W/G5150/G5350)

Zone and rule setup |:_'@®

Rules | Zones |
Rules define how the Firewall will handle network communication, Rules can allow or deny communication for particular applications, remote
computers and specific ports, For more information about rules, click here,
Togale detailed view of all rules
Application/Rule Trusted zone in | Trusted zone ... | Internetin Internet out
#-[7] Generic Host Process for Win32 Se... = Specific = Specific = Specific = Specific

#-[7] services and Controller app = specific = Specific = Specific = Specific
£ E LSA Shell (Export ¥ersion) = Specific = Specific Specific = Specific
E3) _ﬂ Windows NT Logon Application = Specific = Specific Specific = Specific
[ R System = Specific = Specific 7 hsk = Specific
[#-5¢ EMP NS Connection ¥2.50 +" Allow " Allow +" Allow +" Allow

=5 i A Y |

Rule name: Allow communication For vio,exe

General: Direction: In - Ackion: Allow Protocal: TCR - UDP
Remote side: For every

Local side: Far every port

Application: C:\Program FilesiEPSON ProjectoriEMP NS Connection Y2ivlc086 vlc.exe

Mew | [ Edt | [Delete (el |

Ok ] [ Cancel

10. Make sure that the movie sending mode(VLC) rule has been added on the Rules tab. (For EMP-1705/
1715/1815)

Zone and rule setup |:_'@®

Rules | Zohes |

Rules define how the Firewall will handle network communication, Rules can allow or deny communication for particular applications, remote
computers and specific ports, For more information about rules, click here,

Togale detailed view of all rules

Application/Rule Trusted zone in | Trusted zone ... | Internetin Internet out
#-[7] Generic Host Process for Win32 Se... = Specific = Specific = Specific = Specific
#-[7] services and Controller app = Specific = Specific = Specific = Specific
#-[77] LSA Shell (Export Yersion) = Specific = Specific = Specific = Specific
[ _ﬂ Windows NT Logon Application Specific pecific Specific Specific
[ R System = Specific = Specific 7 hsk = Specific
[#-5¢! EMP NS Connection ¥2.50 +" Allow " Allow +" Allow +" Allow
H- 4 vicexe + Allow 7 hsk +" Allow 7 hsk

= E
Rule name: Allove communication For vlc,exed2)
General: Direction: In - Ackion: Allow Protocal: TCR - UDP
Remote side: For every
Local side: Far every port

Application: C:\Program FilesiEPSON ProjectoriEMP NS Connection Y2ivlcdg4ivlc.exe

Mew | [ Edt | [Delete (Del) |

Ok ] [ Cancel

11
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Connecting the projector to Windows XP using Quick Wireless Connection
1. Conduct the steps 1 - 5 that are common procedures for WindowsXP.

2. Set up advanced setting of Personal firewall by clicking Advanced Personal firewall setup at the bot-
tom of the following window..

Orstrsmatsecorty ______________________________EE®

ESET Smart Security

User interface » Setupw Tools= Helpw

Configuration of computer protection against unauthorized network access,

|64 Protection status e Personal firewall
- | o

"
Q Computer scan
Network traffic filtering + Enabled
Update f :
Block all netwo disconnect network
. Disable fittering: allow all traffic
@ Setup
Antivirus and antispyware Interactive fitering mode & + Enabled
Personal firewall > iSwitch to automatic filkering mode
Antispam module
Configure rules and zones...
\‘{ Tools Change the protection mode of your computer in the network...
@ Help and support Advanced Personal firewall setup...

Display: Advanced mode

3.Set up Zone and rule editor by selecting Rules and zones and then clicking Setup button in Zone and
rule editor section.

ESET Smart Security

Setup

HTTP Rules and zones

On-demand computer scal Trusted zone
Exclusions

>

A Trusted zone is a group of computers ko which this computer is visible, An example of a
Trusted zone is a home or office network,

[]Da not display dialag with Trusted zone settings when changes in the network
bkions adapter settings are detected {e.g. change of IP address)

Application modification de

Protocal filkering

Connection wview
Antispam module

Zone and rule editar

Update Rules define how the Personal firewall handles incoming and outgoing network connections.,
[=- Tools
Quarankine
Scheduler — - )
alerts and notifications Information displayed in the rule editor
ThreatSense, Met Information displayed about the application:

[=- User inkerface
Alerts and natifications
Settings protection

= Miscellaneaus |User and predefined rules w |
Proxy server

< |

| Description L3 |

b Rules to display:

|<

| »

OF H Cancel ][ Default ]

12
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4. Zone and rule setup window is displayed. Under the Rules tab, add a new rule by clicking New button.

Zone and rule setup |._,@
Fules |Zones§
Rules define how the Firewall will handle network communication, Rules can allow or deny communication for particular applications, remote
computers and specific ports, For more information about rules, click here,
Togale detailed view of all rules
Application/Rule Trusted zonein  Trusted zone ... Internetin Internet out
=8l | Generic Host Process for Win32 Se...  Specific Specific
#-[77] services and Controller app = Specific = Specific = Specific = Specific
#-[77] LSA Shell (Export Yersion) = Specific = Specific = Specific = Specific
E3) m Windows NT Logon Application = Specific = Specific = Specific = Specific
[ System = Specific = Specific 7 hsk = Specific
File description: Generic Hosk Process For Win32 Services
Company: Microsoft Corporation
File version: 5.1.2600,5512 (xpsp.080413-2111)
Original name: sychost,exe
Copyright: Microsoft Corporation, All rights reserved.,
Created on: Wednesday, August 04, 2004
| [ew
QK ] [ Cancel ] [ Apply

5. Create a rule for Quick Wireless Connection

- In the name box, enter an arbitrary rule name for the EMP NS connection.
- Set Direction to Both.

- Set Action to Allow.

- Keep the default in other setting items.

- Select Local tub.

General |Loca| Remate

General information about rule

Hame: Allow communication for emp_gw. exe

Direction;

Action:

Pratocol: |70 & LIDP [(Select protacal |

Additional action

[OLeg [ Motify user
General: Direction: Both  Action: Allow  Log: TCP & LUDP
Remote side: For every
Local side: Ports: For every

Application: c:iprogram filesiepson projectoriguick wireless connection w1

< | b4

[ Ok ] [ Cancel

13
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- Click Browse button in Application section. Then select executable file of Quick Wireless Connection.
(Location where Quick Wireless Connection's exe file is stored : C:\Program Files\EPSON Projec-
tor\Quick Wireless Connection V1.00\EMP_QW.exe)

*The above is default folder path when the Quick Wireless Connection was installed in PC.

- Keep the default in other setting items.

- Click OK button.

New rule:

General| Local |F|em0te

Local port:
Add port range
Application:
= |c:\program fileghepzon projectoriquick wireless connection w1 .DD\emp_|
=

General: Direction: Both  Action: Allow  Log: TCP & LUDP
Remote side: For every
Local side: Ports: For every

Application: c:iprogram filesiepson projectoriguick wireless connection w1

6. Confirm that the Quick Wireless Connection rule has been added on the Rules tab.

Zone and rule setup

Rules | Zohes |

Rules define how the Firewall will handle network communication, Rules can allow or deny communication for particular applications, remote
computers and specific ports, For more information about rules, click here,

Togale detailed view of all rules

Application/Rule Trusted zone in | Trusted zone ... | Internetin Internet out
#-[7] Generic Host Process for Win32 Se... = Specific = Specific = Specific = Specific
#-[7] services and Controller app = Specific = Specific = Specific = Specific
#-[77] LSA Shell (Export Yersion) = Specific = Specific = Specific = Specific
E3) ﬂ Windows NT Logon Application = Specific = Specific = Specific = Specific
[ R System = Specific = Specific 7 hsk = Specific
-4 vlcexe + Allow 7 Ask + Allow 7 Ask
-4 vlcexe + Allow 7 Ask + Allow 7 Ask
[#-5¢ EMP NS Connection ¥2.50 +" Allow " Allow +" Allow +" Allow
:-:1 a CRGE o - - 5 " 2 P

B &llow communication For emp_gw.exe 7 fllow © " allow

Rule name: Allove communication For emp_gw.exe

General: Direction: Both Action: Allow Protocal: TCR - UDP
Remote side: For every
Local side: Far every port

Application: C:\Program FilesiEPSON ProjectortQuick Wireless Connection W1, 004EMP_OW  exe

Mew | [ Edt | [Delete (el |

Ok ] [ Cancel

14
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WindowsVista

Common procedure

1. Start ESET Smart Security.
From Windows Vista start button, click Start > All Programs > ESET > ESET Smart Security > ESET
Smart Security.

8 Intmiret aplorer

) Windows Calendar

[ Wirndorws Contacts.

B Windows Defendes

B windows DVD Maker
5 Wit Fax wnd Sean
&6 Windows Live Messenger Download
7 Wirddees Mal

1 Windows Media Center
3 windows Mesa Player
18 Windews Mesting Space
[H Windows Movie haker
15 Wrndorwrs Phete Galliery
& Windows Updute

la Protection status ] Setup
= Adjust your computer's security level.

Q Computer scan

@ Update User name and Password setup.., (i
Change the protection mode of your computer in the network...
# Setup 3
- Temporarily disable Antivirus and antispyware protection (G

p—
@ Help and support Temporarily disable Personal firewall (i

to all configuration options.
Toggle Advanced mode

Display: Standard mode

15
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3. Confirmation window to change mode is displayed.
Click Yes to toggle to Advanced mode.

Toggle Advanced mode &J

=%  Advanced mode provides all possible settings and tools
that enable advanced features of ESET Smart Security.

‘fou can toggle between the two modes in the menu
User interface or in the lower part of the left-hand menu.

Toggle Advanced mode?

[ Yes ] [ Mo ]

4. Set up Personal firewall by clicking Personal firewall in the Setup section on the center of the left side
of the window.

User interface Setupw Toolsw Helpw

[a Protection status ; Setup
. Adjust your computer's security level.
Q Computer scan

Antivirus and antispyware protection
Update -
Real-time file system protection + Enabled
I’? Email protection + Enabled
- Setup L Web access protection + Enabled
—_
R Personal firewall
PSR o MNetwork traffic filtering + Enabled
3
L {‘ Tools Antispam module
Antispam module + Enabled

@ Help and support

Set up User name and Password for update...
Configure proxy server...

Import and export settings...

Enter entire advanced setup tree...

Display: Advanced mode

16
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5. Switch from Automatic filtering mode to Interactive filtering mode by clicking Switch to Interactive
filtering mode.

User interface~ Setupw To

Configuration of computer protection against unauthorized network access.

lg Protection status F Personal firewall

Computer scan

Black all network traffic: disconnect network (i

i i i v

6 Update Network traffic filtering Enabled
Disable filtering: allow all traffic (i

@ Setup

Antivirus and antispyware & + Enabled

FamnelimEe 4 I Switch to interactive filtering mode I
Antispam module

Change the protection mode of your computer in the network... (i

(,\{ Tools

0 ) S Advanced Personal firewall setup...

Display: Advanced mode

17
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Connecting the projector to Windows Vista using EMP NS Connection

1. Conduct the steps 1 - 5 that are common procedures for Windows Vista.

2. Set up advanced setting of Personal firewall by clicking Advanced Personal firewall setup at the bot-
tom of the following window..

interface v

[g Protection status E Personal firewall

Configuration of computer protection against unauthorized network access.
Q Computer scan

Metwork traffic filtering + Enabled
Update
Block all network traffic: disconnect network .
3 Disable filtering: allow all traffic
¢ Setup

B IR Interactive filtering mode ¥ Enabled

FiEnsenlinEr et 4 Switch to automatic filtering mode

Antispam module

3 Configure rules and zones...
‘Q Taols Change the protection mode of your computer in the network...

| @ Help and support

Advanced Personal firewall setup...

i Display: Advanced mode

3.Set up Zone and rule editor by selecting Rules and zones and then clicking Setup button in Zone and
rule editor section.

i Rules and zones

On-demand computer scal Trusted zone

Exclusions A Trusted zone is a group of computers to which this computer is visible, An example of a
d Trusted zone is a home or office network. ol

- [7] Do not display dialog with Trusted zone settings when changes in the network

5 adapter settings are detected (e.g. change of IP address)

Application modification de

Protocol filtering

Connection view

- Antispam module
- Update Rules define how the Personal firewall handles incoming and outgeing network connections.

Zone and rule editor

(- Tools
o -
Quarantine
Scheduler E— : :
Alerts and notifications Information displayed in the rule editor
ThreatSense.Met Information displayed about the application:
er interface [Descripﬁon - ]
Alerts and notifications | | -
Settings protection Rules to display:
= M:isoellaneous [User and predefined rules v]
Proxy server -
'l 1 +
[ OK ] [ Cancel ] [ Default ]

18
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4. Zone and rule setup window is displayed. Under the Rules tab, add a new rule by clicking New button.

Zone and rule setu;

Rules | Zones
Rules define how the firewall will handle network communication. Rules can allow or deny communication for particular applications,
remote computers and specific ports, For more information about rules, dick here.
Toaale detailed view of all rules
Application/Rule Trusted zonein  Trusted zone out  Internetin Internet out
=8B Host Process for Windows Services Specific Specific Specific Specific
I (-8 Services and Controller app = Specific = Specific = Specific = Specific
(-8 Local Security Authority Process = Specific = Specific = Specific = Specific
: Windows Logon Application = Specific = Specific = Specific = Specific
System = Specific = Specific 7 Ask = Specific
File description: Host Process for Windows Services
Company: Microsoft Corporation
File version: 6.0.6000, 16336 (vista_rtm.061101-2205)
Original name: svchost.exe
Copyright: ® Microsoft Corporation. Al rights reserved.
Created on: Monday, January 21, 2008
Edit Delete (Del)
[ ok ][ Ccancel Aoply

5. Create a rule for EMP NS Connection.

- In the name box, enter an arbitrary rule name for the EMP NS connection.
- Set Direction to Both.

- Set Action to Allow.

- Keep the default in other setting items.

- Select Local tub.

New rule:

General | Local |Hemote

General information about rule

Direction:
Action:
Protocol: — TCP & UDP

Additional action

[ Log [ Notify user

General: Direction: Both  Action: Allow Log: TCP & UDP
Remote side: For every

Local side: For every

oK ][ Cancel

19
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- Click Browse button in Application section. Then select executable file of EMP NS Connection.
(Location where EMP NS Connection's exe file is stored : C:\Program Files\EPSON Projecto\EMP NS
Connection V2\EMP_NSC.exe)

*The above is default folder path when the EMP NS Connection was installed in PC.

- Keep the default in other setting items.

- Click OK button.

New rule: M
General | Local | Remote
Local port:
| Add port
Remove
Application:

= C:\Program Files"\EPSOM Projector\EMP N5 Connection V2\EMP_NSC

)

General: Direction: Both  Action: Allow Log: TCP & UDP
Remote side: For every
Local side: Ports: For every

Application: C:\Program Files\EPSON Projector\EMP NS Connectior
| 1 | ¢

[ ok |) cance |

6. Confirm that the EMP NS Connection rule has been added on the Rules tab.

| | Rules | Zones
Rules define how the firewall will handle network communication. Rules can allow or deny communication for particular applications,
remote computers and specific ports, For more information about rules, dick here.
Toaale detailed view of all rules
Application/Rule Trusted zonein  Trusted zone out  Internetin Internet out
(-8 Host Process for Windows Services = Spexcific = Specific = Specific = Specific
Iﬂ Services and Controller app = Specific = Specific = Specific = Specific
Iﬂ Local Security Authority Process = Specific = Specific = Specific = Specific
ﬂ Windows Logon Application = Specific = Specific = Specific = Specific
.......... System = Specific = Specific 7 Ask = Specific
IS, : o o v o
i W F1,1P NS Connection V2.50

Rule name: EMP NS Connection V2,50

i Generak: Direction: Both Action: Allow Protocol: TCF - LDP
Remote side: For every
] Local side: For every port

Application: C:'\Program Files\EPSON Projector \EMP NS Connection V2\EMP_NSC.exe

[ mew | [ Edit | [DeleteDeh |

[ ok [ cancel |[ fepty |
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7. Establish a rule to transfer movie (VLC) to EMP-1825 or EB-1725/1735W/G5150/G5350.
- Click the New button on the Rule tab in the Zone and rule setup window like the step 4.
Then the following screen is displayed.

- In the name box, enter an arbitrary rule name.

- Set Direction to IN.

- Set Action to Allow.

- Keep the default in other setting items.

- Select Local tab.

New rule:

General | Local |Hemote

Frioco TCP § UDF,

Additional action
[ Log [ Notify user

| | General: Direction: In  Action: Allow Log: TCP & UDP
Remote side: For every
Local side: Ports: For every

Application: c\program files\epson projector\emp ns connection v,
4 [ | +

f .

- Click Browse button in Application section. Then select executable file of VLC.
(Location where the VLC's exe file is stored : C:\Program Files\EPSON Projector\EMP NS Connection
V2\vIc086\vic.exe)

*The above is default folder path when the EMP NS Connection was installed in PC.
- Keep the default in other setting items.

- Click OK button.
New rule:
General | Local | Remote
Local port:
| Add port
I
I Remove
f Application: |
c:\program files“epson projectoremp ns connection v2'wiclB6'wlc exe
mL
- [
]
General: Direction: In  Action: Allow Log: TCP & UDP
| | Remote side: For every
Local side: Ports: For every
Application: c\program files\epson projector\emp ns connection v,
4 [ | +
[ ok | canca |
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8. Create a rule for movie sending mode(VLC). (For EMP-1705/1715/1815)

- Click the New button on the Rule tab in the Zone and rule setup window like the step 4.

Then the following screen is displayed.
- In the name box, enter an arbitrary rule name.

- Set Direction to IN.
- Set Action to Allow.

- Keep the default in other setting items.

- Select Local tab.

New rule:

| General | Local | Remote
General information about rule
| -
Pretocal: ~ TCP & UDP | Select protocol
Additional action
[ Log [ Notify user
General: Direction: In  Action: Allow Log: TCP & UDP
Remote side: For every
Local side: Ports: For every |
i Application: c\program files\epson projector\emp ns connection v{ |1
4 [ | r| M
|
E [ oK ] [ Cancel ] ﬂ

- Click Browse button in Application section. Then select executable file of VLC.
(Location where the VLC's exe file is stored : C:\Program Files\EPSON Projector\EMP NS Connection

V2\vic084\vic.exe)

*The above is default folder path when the EMP NS Connection was installed in PC.

- Keep the default in other setting items.

- Click OK bhutton.

New rule:

I General | Local | Remote

Local port:
| Add port
Remove
Application:
c:\program files“epson projectoremp ns connection v2'wiclB4'wlc exe
mL
-
General: Direction: In  Action: Allow Log: TCP & UDP
Remote side: For every
| | Local side: Ports: For every
Application: c\program files\epson projector\emp ns connection v,
4 [ | +

OK

Cancel

s = oW = = oaoa.
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9. Make sure that the movie sending mode(VLC) rule has been added on the Rules tab. (For EMP-1825,

EB-1725/1735W/G5150/G5350)

Zone and rule setup

Fules | Zones

SEIKO EPSON

Toaale detailed view of all rules

Rules define how the firewall will handle network communication. Rules can allow or deny communication for particular applications,
remote computers and specific ports, For more information about rules, dick here.

Application/Rule

(-8 Host Process for Windows Services
[ Services and Controller app

[ Local Security Authority Process
{8 windows Logon Application

- System

5¢ EMP NS Connection V2.50

Trusted zone in Trusted zone out  Internetin Internet out
= Specific = Specific = Specific = Specific
= Specific = Specific = Specific = Specific
= Specific = Specific = Specific = Specific
= Specific = Specific = Specific = Specific
= Specific = Specific 7 Ask = Specific
" Allow " Allow " Allow " Allow

gy

I Allow communication for vic.exe © " Allow
i _ i _
Rule name: Allow communication for vic.exe
Generak: Direction: In~ Action: Allow Protocol: TCF - LDP
Remote side: For every
Local side: For every port
Application: C:'\Program Files\EPSON Projector \EMP NS Connection ¥ 2wlc088 wlc.exe
Mew | [ Edt | [Delete (el |
OK | [ Cancel |[ fpply

]

10. Make sure that the movie sending mode(VLC) rule has been added on the Rules tab. (For EMP-1705/

1715/1815)

Zone and rule setup

Fules | Zones

Toaale detailed view of all rules

Rules define how the firewall will handle network communication. Rules can allow or deny communication for particular applications,
remote computers and specific ports, For more information about rules, dick here.

Application/Rule

57 Host Process for Windows Services
[ Services and Controller app

[ Local Security Authority Process
Windows Logon Application
System

EMP NS Connection V2.50

vic.exe

Trusted zone in Trusted zone out  Internetin Internet out
= Specific = Specific = Specific = Specific
= Specific = Specific = = Specific
= Specific = Specific = = Specific
= Specific = Specific = Specific
= Specific = Specific =
" Allow " Allow
" Allow 7 Ask

n for vic.exe(2)

Rt

Rule name: Allow communication for vic.exe(2)
Generak: Direction: In~ Action: Allow Protocol: TCF - LDP
Remote side: For every
Local side: For every port
Application: C:'\Program Files\EPSON Projector \EMP NS Connection V2wlc084Yvlc.exe
Mew | [ Edt | [Delete (el |

OK

| [ Conedl ||

Apply

]
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Connecting the projector to Windows Vista using Quick Wireless Connection

SEIKO EPSON

1. Conduct the steps 1 - 5 that are common procedures for WindowsVista.

2. Set up advanced setting of Personal firewall by clicking Advanced Personal firewall setup at the bot-

tom of the following window.

lﬂ Protection status
-

Q Computer scan
@ Update
¢ Setup

Antivirus and antispyware
Personal firewall

Antispam module

{_\Q Tools

@ Help and support

Display: Advanced mode

interface v

Personal firewall
Configuration of computer protection against unauthorized network access.

B2

Metwork traffic filtering + Enabled
Block all network traffic: disconnect network
Disable filtering: allow all traffic

Interactive filtering mode + Enabled

Switch to automatic filtering mode

Configure rules and zones...

Change the protection mode of your computer in the network...

Advanced Personal firewall setup... I

3.Set up Zone and rule editor by selecting Rules and zones and then clicking Setup button in Zone and

rule editor section.

On-demand computer scal
Exdusions

® options
Application modification de
Protocol filtering
Connection view

- Antispam module

- Update

[=-Tools

Log files

Quarantine

Scheduler

Alerts and notifications

ThreatSense.Met

er interface

Alerts and notifications

Settings protection

[=- Miscellaneous

Proxy server
[ 1 +

m

Rules and zones
Trusted zone

A Trusted zone is a group of computers to which this computer is visible., An example of a
Trusted zone is a home or office network.

[7] Do not display dialog with Trusted zone settings when changes in the network
adapter settings are detected (e.g. change of IP address)

Zone and rule editor

Rules define how the Personal firewall handles incoming and outgoing network connections.

Information displayed in the rule editor
Information displayed about the application:

[Descripﬁon v]
Rules to display:
[User and predefined rules v]

[ OK ] [ Cancel ] [ Default ]
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4. Zone and rule setup window is displayed. Under the Rules tab, add a new rule by clicking New button.

Zone and rule setu;

Rules | Zones

Rules define how the firewall will handle network communication. Rules can allow or deny communication for particular applications,
remote computers and specific ports, For more information about rules, dick here.

Toaale detailed view of all rules

Application/Rule Trusted ... Trusted zone out  Internetin Internet out
=8B Host Process for Windows Services Specific Specific Specific Specific
(-8 Services and Controller app = Specific = Specific = Specific = Specific

(-8 Local Security Authority Process = Specific = Specific = Specific = Specific
: Windows Logon Application = Specific = Specific = Specific = Specific
- System = Specific = Specific 7 Ask = Specific
EMP NS Connection V2.50 " Allow " Allow " Allow " Allow
é vic.exe " Allow 7 Ask " Allow 7 Ask

File description: Host Process for Windows Services

Company: Microsoft Corporation

File version: 6.0.6000, 16336 (vista_rtm.061101-2205)
Original name: svchost.exe

Copyright: ® Microsoft Corporation. Al rights reserved.
Created on: Monday, January 21, 2008

F I Edit Delete (Del)

[ ok [ cancel Apply

5. Create a rule for Quick Wireless Connection

- In the name box, enter an arbitrary rule name for the EMP NS connection.
- Set Direction to Both.

- Set Action to Allow.

- Keep the default in other setting items.

- Select Local tub.

New rule:

General | Local |Hemote

|

Potosd TCP 8 UOF

Additional action
i [ Log [ Notify user
i |
i
i
i

General: Direction: Both  Action: Allow Log: TCP & UDP

Remote side: For every
Local side: For every

[ ok ][ Ccancel
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- Click Browse button in Application section. Then select executable file of Quick Wireless Connection.
(Location where Quick Wireless Connection's exe file is stored : C:\Program Files\EPSON Projec-

tor\Quick Wireless Connection V1.00\EMP_QW.exe)

*The above is default folder path when the Quick Wireless Connection was installed in PC.
- Keep the default in other setting items.

- Click OK button.

New rule:
General | Local | Remote
Local port:

| Add port
|
Remove

Application:

N

= Browse

C:\Program Files"\EPSOM ProjectorQuick Wireless Connection W1.004

General: Direction: Both  Action: Allow Log: TCP & UDP
Remote side: For every
Local side: Ports: For every
Application: C:\Program Files\EP50N Projector,Quick Wireless Con
| Tl | 3

[ ok ][N canca |

6. Confirm that the Quick Wireless Connection rule has been added on the Rules tab.

Zone and rule setup

Rules | Zones

Rules define how the firewall will handle network communication. Rules can allow or deny communication for particular applications, remote
computers and specific ports. For more information about rules, dick here,

Toaale detailed view of all rules

Application/Rule Trusted zonein  Trusted zone out  Internetin Internet out
(-8 Host Process for Windows Services = Specific = Specific = Specific = Specific
| Iﬂ Services and Controller app = Specific = Specific = Specific = Specific
Iﬂ Local Security Authority Process = Specific = Specific = Specific = Specific
F {8 windows Logon Application = Specific = Specific = Specific = Specific
... System = Specific = Specific 7 Ask = Specific

EMP NS Connection V2.50 " Allow " Allow " Allow " Allow

| =2 N EPSON Quick Wireless Connectiol

n V1.00

] File description: EPSOM Quick Wireless Connection V1,00

Edit Delete (Del)

Company: SEIKO EPSON CORPORATION

File version: 1,0,0,0

Original name: EPSOM Quick Wireless Connection

Copyright: Copyright{C) SEIKO EPSON CORPORATION 2008 All rights reserved.
Created on: Friday, July 18, 2008

OK

J [ cancel J|

Apply
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